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Number of identities

Explosion in applications and data is resulting
in a rapid expansion in the number of identities
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Compounded by the increasing volume
of data and applications
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Introducing significant risk to today’s
enterprise IT environments

In the absence of a robust identity
security posture, threat actors can

move laterally throughout an
organization
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1. Identity Defined Security Alliance (“IDSA”) Trends in Identity Security report, 2024
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SAP Current State

Identity and Access Governance in a hybrid landscape
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SAP Future State
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Enterprise Identity Future State

2. Self-service

Access request & approval
User access & entitlement reviews
Self-service password reset
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3. Visibility &
Compliance

Centralised Data Model

Analytics
Role Modelling
SoD policy checks
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SailPoint Identity
Security for SAP

Deeper governance for business-
critical SAP applications
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Identity Security for SAP

On-Premise
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Unique to SailPoint: Added depth & extensibility

SailPoint’s SAP connectivity architecture for deeper governance, rapid deployment
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Single-source configuration
Rapid development
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Current SAP Integrations

SAP Cloud SAP On-Premises

- SAP BTP Cockpit - SAP S/4 HANA Public - SAP Direct \‘ o
+ Global Accounts Cloud (ERP) + SailPoint mtegrotlon for ECC &
. Ditectories « SAP ECC S/4 HANA on-premises "‘ .‘
applications; covers SAP
- Sub Account)s (Hosted » SAP SuccessFactors (EC) Business Suite
Applications
PP , _ « SAP SuccessFactors LMS « SAP GRC
« SAP Identity Directory : L
« SAP Concur + With preventive risk violation
+ User management of CIS . checks
« Covers IAS user management * SAP Fleldgloss « SAP Portal
. « SAP HANA DB Cloud
SAPIAG . « SAP Sybase
- SAP GRC-IAG Bridge « SAP Anzlytlcs Cloud . SAP HR / HCM
. ' ' « SAP Ariba
SAP Direct for S/4 HANA Private . SAP HANA Database
Cloud « SAP Commerce Cloud
- Comes as SAP RISE offering . SAP IBP ...and more coming!
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SailPoint Demo

Comprehensive connectivity for SAP

environments
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Common ldentity Security Use Cases

Access —
Access Modeling Recommendations Advanced Analytics
RBAC Auto Discovery Certifications Access Insights
Role Insights Access Requests Access Intelligence
Centre
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Separation
of Duties

Outlier Risk Analysis

Anomalous Access
Detection

Outlier Risk Score
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SAP SuccessFactors'
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Back-end process in SailPoint

End user interaction in SailPoint
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Enterprise Applications
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~" | New Access Request & Approval
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Al Certifications
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ISC ARM Separation of Duties

User Request

for access

User is notified

4 sailPoint
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How to Connect with Me

E: richard.malmberg@sailpoint.com
M: +61 401 682 891

LI: linkedin.com/in/richard-malmberg-a6153320/
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